
  

 
About Kleeo 
At Kleeo, we are committed to making security accessible to all businesses, no matter their size or industry. If you're 
seeking robust security solutions from Microsoft which are tailored to your specific needs, contact us today to discover 
how we can help to enhance your cyber security. 

 
Factsheet - Crisis Simulation  
Response is key, but preparedness is a must. 

 
In today’s world, any organization might fall victim to a cyber-attack. It is 
no longer the question IF but WHEN your firm is attacked. Already in 2017, 
NotPetya has shown the world the impact of an unintentional selection of 
companies and the harm they faced. Kleeo is your partner to help you 
prepare your organization’s People, Process, and Technology to most 
effectively respond to cyber-attacks. 
 
What we test 
Using our proficiency in orchestrating table-top and simulation exercises 
coupled with our collaborative methodology, we deliver customized 
evaluations of our clients' incident response and crisis management 
capabilities. Through our meticulously crafted exercises, we identify 
deficiencies in response protocols, ensuring the identification of potential 
lapses in communication with both customers and regulatory entities 
following a data breach. Our services are tailored to reveal vulnerabilities, 
enabling your organization to fortify its preparedness for a sophisticated 
cyber-attack through effective and corrective response measures. 
 
What we offer 
Table-top Exercises (TTX) - Ranging from simple walkthrough exercises to 
multi-hour active role-play between your technical and management 
teams. New injects unfold the scenario over time to which your teams 
must respond. 

• Goal: Bring together technical and management teams to align on 
common understanding and clarify overall roles and responsibilities.  

• Target audience: Companies eager to test their maturity in 
responding to cyber-attacks or those who want to test their 
response procedures in a safe environment. 

 
Crisis Simulation Exercises (CSX) - Establishing an exercise lasting up to a 
day to test crisis response to a sophisticated cyber-attack on multiple 
levels. CSX builds up on lessons learned from previous TTXs.  

• Goal: Exercising response procedures under pressure for incident 
response and cross-functional management teams. 

• Target audience: More mature organizations who might have run 
some TTX already and would like to bring testing to the next level.  

 
 
 
 
Why Kleeo? 
Kleeo’s modular Crisis Simulation 
workshops can help your organization 
uncover the biggest gaps. We partner 
with your team, analyze current plans, 
develop a tailor-made scenario fit for 
your industry and current maturity, 
and provide you with tangible 
improvement actions. We strive for 
ultimate customer satisfaction, take 
your desires seriously, and provide a 
fun environment to improve your 
cyber security preparedness. 
 
Your benefit  
After every workshop, you will receive 
all slides and artefacts developed 
during the exercise and its 
preparation. Findings are shared with 
you immediately upon exercise 
completion. A detailed PDF including 
all key improvement areas and 
proposed next steps is shared with all 
participants within two weeks after the 
simulation. Kleeo is present as the 
facilitator and observer to your TTX 
and CSX. 
 

What you can expect from a TTX with Kleeo 

 


